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Description

Includes discussion related to State actors, State actions and authorized 
responses, and State responsibility for the actions of third parties.

Outcomes

remember and understand

Students will be able to define the terms “armed attack” and “self-
defense.”

remember and understand

Students will be able to explain the meaning of articles 2(4) and 51 of 
the united nations charter.

remember and understand

Students will be able to explain the different situations in which the right 
of “self-defense” may be relevant, to include during, before, and after an 
armed attack.

remember and understand

Students will be able to explain the terms “responsible state” and 
“injured state.”

remember and understand

Students will be able to explain the relationship between an “armed  
attack” and a “use of force.”

remember and understand



Students will be able to explain what makes a “state” within international 
law and the sovereign rights associated with being a state.

remember and understand

Students will be able to define the term “lawful countermeasures.”

remember and understand

Students will be able to explain the structure and basic decision-making 
procedures of the u.security council, including the role of the 
“permanent five” members.

remember and understand

Students will be able to explain how the doctrines of “armed attack,” “use 
of force,” “self-defense,” and “countermeasures” may be applied to the 
cyber domain.

remember and understand

Students will be able to explain the difference between “means” and 
“consequences,” and how these terms relate to the international law of 
cyber operations.


